“GHOSTING” OF ELECTRO-HYDRAULIC LONGWALL SHIELD ADVANCE SYSTEMS

Gerald D. Dransite,

Departnent of Labor,
Techni cal Support,
Di vi si on of

Abstract — As a result of reports of
mal functioning el ectro-hydraulic |ongwall
shi el d advance systens resulting in

unpl anned novenent (“ghosting'), one
resulting in a non—fatal accident,
investigations were conducted at | ongwall

installations utilizing these systens.
These investigations identified the
instances of mal functions producing
unpl anned novenent of el ectro-hydraulic
shi el d advance systens, the cause of the
unpl anned novenent and the corrective
actions taken.

O the 20 installations that
experienced unpl anned novenents,
due to nmintenance problens or sticking
sol enoi d val ves, 10% due to operator error
or poor training, 40% due to past start up
probl ens that had been resolved, and 20%
due to software programm ng problens or
erratic novenents due to noisture entry
into the control wunits. Exi sting probl ens
at the tinme of the investigations were
corrected through inproved sealing of

had
30% were

t he

control units and inproved software with
error diagnostic and sel f-checking
features.

Recommendati ons were nade for
training of system operators as to correct
operating procedures, and increased aware-
ness of abnormal operational sequences,
al arm di spl ays, noisture entry into
control units, and tinely nmaintenance of
system hardware. A new investigation was
initiated to determ ne the adequacy of
present requirenments and to consider
additional requirenments in the approval
and acceptance process of future systens
of this type to mnimze the possibility
of unintended shield novenent.

I nt roducti on

Thi s paper sunmarizes the results of
M ne Safety and Health Adm nistration
(MSHA) Coal M ne Safety and Health (CVS&H)
investigations conducted during the period
of February through March of 1991 at
longwal | installations utilizing electro—
hydraul i c shield advance systens. The
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purpose of the investigations was to
identify instances of malfunctions
produci ng unpl anned novenent of electro—
hydraul i ¢ shield advance systens, conmonly
known as “ghosting.” Goal s incl uded
docunenting the cause of the unplanned
nmovenents, the corrective actions taken
and a determ nation of the adequacy of
such actions.

The investigations were conducted in
response to a report of a malfunction of
an electro-hydraulic longwall shield
advance system which resulted in a non-
fatal accident. A nmalfunctioning shield
control unit initiated unplanned novenent
of an adjacent shield causing it to
advance, thereby pinning the victim
bet ween the base of the shield and a
section of face conveyor spill tray,
was |ying between the shield and face
conveyer. The cause of the nal function
was found to be due to noisture collecting
inside the shield control unit enclosure
whi ch caused false signals to be sent to
the shield control circuitry,

Al t hough shield advance systens using
m cr o—processor control technol ogy are
general ly designed with error checking
software and the shield control unit (SCU)
encl osures sealed to prevent the entry of
water, the goals of the investigation
included determ ning the adequacy of these
measur es

whi ch

Investigation Findings

A total of 57 longwall mne
installations were inspected, The results
fromthe district investigations for mnes
t hat had experienced unpl anned shield
nmovenents are sunmarized in Table 1,
“Investigative Summary Report, ‘Chosting’
of Electro-Hydraulic Longwall Shield
Advance Systens,” This summary lists the
type of unplanned novenents, the nunber of
incidents, the approximate tinme frame the
incidents occurred, the causes, and
corrective actions taken at each mne
vi sited,



TABLE |
| NVESTI GATI VE  SUMVARY REPORT
“GHOSTING' OF ELECTRO HYDRAULI C LONGWALL SHIELD ADVANCE SYSTEMS

Cause of |Type of [Time
M ne [Min . [Nunber of [Unplanned |Unpl anned |Frame of
No, |Code |Incidents [Movenent |Movement |lIncidents |Action Taken
1 Q >1 v R 0 Val ves repl aced
2 Q >1 v R 0 Val ves repl aced
3 C >1 T R N Addi tional training
4 ] 2 v R 0 Fol l owed Recoin. maintenance
5 J >1 M E 0 Installed dry bags in SCU
6 C >1 u R 0 Manual control node used
7 C 1 Vv R N Val ves replaced
8 C >1 M E 0 SCU bhoards wat er proof ed
9 Q 1 M E 0 SCU sealing method changed
10 Q 1 M E 0 SCU sealing method changed
11 7T >1 T R 0 Reprogrammed & retraining
12 ¢ >1 v R 0 Val ves replaced
13 A >1 v R N Val ves replaced
14 ¢ 2 v R N Val ves repl aced
15 ¢ >1 S R N Sof tware changed
16 C >1 P R 0 PC Board repaired
17 ¢ 1 u R 0 SCU repl aced
18 ¢ 2 S R N Software changed
19 J 1 M E N SCU seal ed, installed shield
20 J >1 M E N SCU sealing inproved,
software changed
TABLE CODES
TYPE OF

CAUSE

UNPLANNED  MOVEMENT

M Misture entry into
support control wunit

P-Shorted termnal on
printed circuit board

S-System software and

R-Repeatabl e uncontrolled novenent

E-Erratic uncontrolled novenent

initiated by a valid system command
not
initiated by a valid system command

TIME FRAME
OF | NCI DENT

progr ammi ng

T-Deficient operator
training and inproper
operation

V-Sticking and defective
sol enoi d val ves
U Unknown

N-Recent within the past year
O Qdder than one year

The actual nmines and manufacturers of
the shield advance systems experiencing
the novenents are not identified by name
but by an arbitrary code nunber to
identify the mine and an arbitrary code
letter to identify the manufacturer.

O the total installations inspected,
37 (65% had no reported uncontrolled or
unpl anned novenent incidents.

Tabl e 11 shows the distribution of
all shield advance systens inspected and
the distribution of systens having
mal functions by manufacturer code letter,
Al six manufacturers of shield advance
systens were represented in the
investigations with three manufacturers,
Codes C, J, and Q nmaking up the majority
(86% of the equipnment inspected. These
sanme three nanufacturers also made up 90%
of the systens inspected experiencing
mal functions , Manuf acturer C had a | arger
percentage of system nal functions than
their percentage of total nunmber of
systens inspected. Manufacturer Q had a
smal | er percentage of system nal functions
than their percentage of total nunber of
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systems inspected. Manuf acturer J's
percentage of systenms with mal functions
correlated fairly closely with their
percentage of total systens inspected.

It is interesting to note, in the
colum for percentage of a manufacturer’s
systens experiencing mal functions, that
percent ages ranged from 20,0 to 52.6,
excl udi ng Manuf acturer B. Manuf acturer B
only had one system i nspected which
provides insufficient data for meaningful
conparisons . No nanuf acturer experienced
a 100% naml function rate indicative of a
maj or design deficiency. Also, no
manuf act urer experienced a 0% mal function
rate indicating a superior design. Any
conclusions drawn as to the superiority of
one manufacturer over another based on
this data has to consider the linmted
dat abase and the fact that sone of the
causes of the unplanned novenents were due
to causes beyond the manufacturer’s
control, such as deficient operator
training, inproper operation, and tinely
mai nt enance of sticking sol enoid val ves.



TABLE | |
Shield Advance System Malfunctions Versus Manufacturer

PERCENTAGE OF A

TOTAL NO. PERCENTAGE TOTAL NO OF PERCENTAGE OF MANUFACTURER S

MAN. OF SYSTEMS OF SYSTEMS SYSTEMS W TH SYSTEMS W TH SYSTEMS EXPERI ENCI NG

CODE | NSPECTED | NSPECTED MALFUNCTI ONS MALFUNCTI ONS MALFUNCTI ONS

A 2 3.5 1 5 50.0

B 1 1.7 0 0 0.0

c 19 33.3 10 50 52.6

J 12 21.1 4 20 33.3

Q 18 31.6 4 20 22.2

T 5 8.8 1 5 20.0

The nunber of incidents of unplanned is not broken down or avail able for

novenent at each nmine are indicated in conpar abl e time periods. Ely conparing the
Table 1. Wen the exact nunber is not nost recent year to the entire period, any
known, but nore than one was indicated change in the cause distribution

during the investigations,
is used. It is inportant to note that for
every nine, even when multiple incidents
were reported, there was only one cause
for the incidents and only one corrective
action taken to cure the mal function

This indicates that nultiple incidents of
unpl anned novenent were not due to

mul tiple occurrences of a design

the entry “>1"

deficiency, but to a failure of
mai nt enance personnel to deternmine the
correct cause in a tinmely fashion. This

al l ows analysis of the data on the basis
of one cause for unplanned noverments for
each mine installation rather than on the
basis of total nunber of incidents which
woul d result in an erroneous cause
di stribution

The distribution of the causes of
mal functions considering all incidents
regardl ess of age is shown in Table 111
This table shows that the two nost
preval ent causes for the mal functions were
sticking and defective sol enoi d val ves,

t he

and noisture entry into support contro
units.

In order to uncover any trends in the
di stribution of causes of unplanned

nmovenents, a conparison is nmade between
the cause distribution over the nost

recent year versus the entire operating
period over which data was accunul at ed
(See Table 1V), This is done because data

representing a trend is dimnished but,
when present, nay be considered nore
significant than indicated by the size of
the nurmerical change.

Table 1V shows the distribution for
each cause category of nalfunction for the
two periods under consideration. The
“unknown” category and the “shorted
termnal on printed circuit board”
category have been renoved since the
“unknown” category provides no useful data
for conparison and the “shorted terminal’
category was an isolated single
manuf acturi ng defect that doesn't
represent a significant cause category.

Tabl e 1V shows sticking and defective
sol enoid valves to be a continuing problem
with no change in cause distribution
per cent age Deficient operator training
and i nproper operation continues to be a
problemw th no change in percentage
System sof tware and progranmm ng appears to
be an increasing problemin the recent
time period. In fact, the two instances
of malfunction in this category occurred
in the recent time period. It is
suspected that the early incidents due to
this cause were probably not properly
identified and the cause was classified as
unknown. In any case, system software is
consi dered a continuing problem through
the tine period covered by the
i nspecti ons.

TABLE |11

Distribution of Causes of

Mal functi ons- Al |

Reported Incidents

CAUSE

PERCENTAGE OF
TOTAL MALFUNCTI ONS

Sticking and defective
sol enoi d val ves

Moi sture entry into
support control unit
Unknown

Def i ci ent oper at or

training
and i nproper

operation

System software and
pr ogr ammi ng

Shorted term nal on

printed circuit board

30

30

15
10

10

7



Conpari son of
Year

Most Recent

TABLE |V
Distribution of
Versus Entire Period

Causes

PERCENTAGE OVER
ENTI RE PERI CD

CAUSE

PERCENTAGE W THI N
MOST RECENT YEAR

Sticking and defective
sol enoi d val ves

Moi sture entry into
support control wunit

Deficient operator training
and i nproper operation

System software and
programm ng

37.5

37.5

12.5

12.5

37.5

25.0

12.5

25,0

The renmi ni ng cause category,
nmoi sture entry into support control unit,
is interesting in that even though still
appearing to be a continuing problemwth
two occurrences in the nore recent time
period, it is the only cause category
showing a downward trend. After studying
the investigation reports and after
di scussions with the equiprent
manufacturers, it. appears that noisture
entry was a start-up type of problem
related to introducing the conputer
control technology to the mning industry,
and is a problemthat has been addressed
and brought wunder control.

Most manufacturers admt to early
start-up problens involving noisture entry
into the support control wunits, This did
not always result in erratic “ghosting”
type of behavior and rmany tines resulted
in the system sinply not working,

Various steps evolved to cure the
nmoi sture entry problem The printed
circuit boards were sealed by protective
coatings or encapsul ated. The use of RTV
silicone rubber and wax was sonetimes
added to the interior of the support
control units. These steps were taken to
prevent false signals from being generated
on the printed circuit boards if noisture
gai ned entry into the encl osure. Exterior

sealing nmethods were inproved with the use
of RTV and rubber gaskets between nating
surfaces . The latest effort to ensure
encl osure sealing includes the addition of
a vacuumtest port to the enclosure to
test under a vacuumto ensure the sealing
of the enclosure.

In addition, desiccants have been
added to the interior of the enclosure to
absorb any noisture that mght accunul ate
due to condensation, Sone manuf acturers
bel i eve condensati on occurs on the inner
metal panels due to the use of cold water
sprays to clean the exterior enclosures.
Some manufacturers use a desiccant
cartridge with an indicator to show when
nmoi sture is present in the enclosure. The
color of the indicator changes from bl ue
to white with noisture.

In order to present the cause of
mal function distribution in a manner that
is nore illustrative of the “ghosting”
situation at the tine of the
investigations and the nore recent past,
Tabl e V shows the cause distribution where
t he unknown, the shorted term nal
categories and the old noisture entry
incidents due to early system start-ups
from Table 11l have been lunped into a new
category called new installation start—up
probl ens over one year old,

TABLE V
Distribution of Causes of Malfunctions
ad System Start-up Probl ens

Formatted to Refl ect

CAUSE

PERCENTAGE OF
TOTAL MALFUNCTI ONS

Sticking and defective
sol enoid val ves

Moi sture entry into
support control unit

New installation start-up

probl ens (over 1 year old)
Deficient operator training
and i nproper operation

System software and
progr anm ng

30

10

40

10

10
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The use of the term “ghosting” to
descri be these unplanned novenents is

unfortunate in that it suggests that the
movenents are of an unknown,
unpredi ctabl e, nysterious origin, and

hints at conputer control technol ogy as
bei ng the root cause of the problem

After analyzing the investigation
findings, however, the recent incidents of
unpl anned novenents can be categorized
into a small nunber of groups of nostly
defi nabl e, ordinary sources producing
predi ctabl e behavior (See Table V). Only
10% of the recent nal functions produced
the type of novement that was classified
as erratic uncontrolled novenent not
initiated by a valid system command,
these were due to noisture entry.

A | arge percentage, 40% of the
unpl anned novenents can be categorized as
due to the initial start-up problens
associated with introduci ng new technol ogy
to the mning industry and aren’t
representative of current field experience
which is of nost concern.

Only a few of the installations
experienced current problens related to
comput er control technol ogy, 10% due to
system software and programi ng,

and

Sunmmeary of Comments on Mal functions

O the 20 installations that had
uncontroll ed or unplanned novenents,
6 (30% were due to sticking or
defective sol enoid val ves. The
undesired novenments resulting from
these failures were not of a random
nature but resulted from deliberate
system commands.

O the 20 installations that had
undesired novenents, 2 [10% were due
to inproper operation through
incorrect operator procedure and poor
training. The undesired novenents
resulting fromthese failures were
not of a random nature but resulted
from del i berate system commands,

O the 20 installations that had
undesired nmovenments, 8 [40% had
problenms in the past (over one year
ago) that can be classified as start—
up, debuggi ng problens, and probl ens
related to the application of this
newt echnol ogy to the mning

industry. These problens were
corrected and these systens have been
operating satisfactorily with no
recent undesired novenent incidents
and are not of present concern.

O the 20 installations that had
undesired nmovenents, 2 (10% were due
to system software and progranm ng
probl ens. These installations
produced undesired novenents of a
predictable nature related to a valid
system command. These installations
were considered a current problem at
the time of the investigations,
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O the 20 installations that had
undesired novenents, 2 (10% were due
to noisture entry into the support
control wunit. These systens produced
nmovenments of a random nature that was
unpredi ctable, and occurred w thout
the input of a system command. These
installations were considered a
current problemat the tinme of the

i nvestigations .

Two of the installations experienced
undesired novenents due to progranm ng and
sof tware problens which did not occur in a
random nanner and was acconpani ed by a
system command, although the command was
not intended or appropriate. On one
installation, shields were observed
| owering and advanci ng without any
apparent manual or automatic command being
gi ven. Thi s behavi or probl em was found to
be due to a situation where a nanually
entered program function was not renoved
before a master control center automatic
override function was initiated, On
another installation uncontrolled forward
novenent of shields was observed. This
system was designed so that a |oss of
hydraulic oil flow resulted in
communi cation failure with the conputer.

If a shield had been programmed for nove
and the flow of hydraulic oil |ost, upon
restarting the system the previously
entered command woul d be executed and
produce the undesired novenent. These two
installations were corrected through
programm ng changes.

Random type novenents are of the nost
concern and are the type of unplanned
nmovenent where the term “ghosting” is nost
appl i cabl e Two installations produced
random undesired novenents with no system
commands. One of the installations
produced the unpl anned novenent that
resulted in the non-fatal accident that
initiated the investigation. A
mal functioning shield control wunit
initiated unplanned novenent of an
adj acent shield causing it to advance,

t hereby pinning the victim between the
base of the shield and a section of face
conveyor spill tray, which was |ying
between the shield and face conveyer. In
the other installation, a malfunctioning
shield control unit was observed operating
its neighbor shield with no control
commands given.

On both of these installations, the
probl em was caused by noisture entry into
the control units producing spurious
syst em commands t hrough | eakage paths on
the keyboard circuitry which sinulated
valid system commands. The software
| acked error di agnostic capabilities
adequate to distinguish the spurious
comrands from valid system comrands. Bot h
of these installations used the sanme nodel
shield control unit, manufactured by the
sane comnpany. In the installation
invol ving the accident, no obvious damage
to the enclosure sealing was evident. The
second installation had obvious damage to



the enclosure that affected its noisture
resi stance,

These shield control unit problens
were corrected through inproved sealing of
the control units and inproved software
with error diagnostic and self-checking
features added. These corrections were
added to the two installations
experiencing the problenms and to all other
longwal | installations using the sane
nmodel shield control units.

Al t hough encl osure sealing is the
first line of defense to prevent unplanned
movenents due to noisture entry, system
sof tware and programm ng provides a second
line of defense if the enclosure sealing
becones conprom sed. An exanpl e of the
sel f-checking fault tolerant software
inmplenented to help solve the above
nmoi sture entry problens was the addition
of a keyboard diagnostic program that runs
at system boot-up and continuously
thereafter,

The di agnostic program conducts a
sel f checking of the key controls on the
keyboard of the shield control unit, The
program verifies that the comrands to
operate a shield are received in a defined
order and in a specific time frane. To
perform a shield novenent action requires
the selection of a neighbor shield
followed by a specific nove comand within
the time paraneter setting. If one of the
keys progranmmed for a specific nove
command becones activated at any tine
before or paralleling a shield selection,
it wll result in a key error. In
addi tion, program changes have been
impl enented to check sol enoid val ve
currents to discover short circuits in the
valve driver circuitry and inhibit program
execution until the short is corrected.

O her manufacturers use m ss-match
and cross checks on conmand signals and
shut down the processor when errant data
comrands are received

In recognition that hardware and
software design features intended to
prevent unplanned novenments can ultimately
fail, MSHA requires a hard wired energency
stop system independent of system
el ectronics and software, to allow system
power down by operator activation of a
panic switch in an emergency situation.
The investigative reports provide no
indication that the energency stop system
was ever activated in any of the unplanned
nmovenent incidents. Even in the case of
the docunented non-fatal accident
“ghosting” incident, the shield novenent
was ultimately stopped by shutting off the
hydraulic punps. No reference was nmade to
activating the emergency stop system In
anot her unpl anned novenent incident, a
personal injury was reported, but this
movenent was later found to be due to
i mproper operation and operator training
No indication was given that the energency
stop system was activated

The emergency stop system can provide
a final line of defense against personal
injury due to unplanned novenents, but it
must be personally activated and that nmay
not al ways be possible.

Concl usi ons

The investigation identified the
causes of reported incidents of unplanned
movenent of |ongwal |l shields, when
adequat e docunentati on was avail abl e. The
causes were from definabl e sources which
produced predictabl e behavior. The
identified deficiencies were corrected by
appropriate corrective action.

Al t hough the percentage of unplanned
movenents that fit into the category or
“ghosting” was |low and all causes of
unpl anned novenents were corrected by the
conclusion of the investigation, the
foll ow ng reconmendati ons are presented to
ensure these systens continue to operate
wi t hout undesired novenents. The
follow ng actions should be carried out on
a continuing basis:

1. Trai ning should be given to mne
personnel operating electro-hydraulic
control systens to ensure proper
operational procedures and sequences
and to recogni ze inproper system
operation, alarnms and displ ays.

2. Mai nt enance of system hardware, such
as sticking solenoid val ves, must be
conducted in a timely fashion. Thi s
is also a common problem on contro
systens not utilizing conputer
control technol ogy.

3. M ne personnel should be nmade aware
that the entry of noisture or water
into the control units can cause
undesi red novenent of the shields.
This is not unique to conputer
controlled circuits and can occur in
any nodern control circuit utilizing
hi gh i npedance solid state devices,
Control units should be inspected for
damage that could conpromni se the
sealing features designed into these
units and allow noisture entry. They
shoul d al so inspect for signs of
nmoi sture entry and, when observed
the units should be taken out of
service in a timely fashion.

Sone signs that indicate possible
conpronm se of the enclosure sealing
include mechanically distorted or
bent support control unit housings,
danmaged gaskets or seals, danaged
keypads, corrosion, desiccant
indicators or evidence of interna
nmoi sture visible through w ndows or
di spl ays, The shield control units
shoul d not be di sassenbl ed for

i nspecti on because proper resealing
is difficult to acconplish in the
field.

4, M ne operating personnel should note
and report to the nmanufacturer in a
timely fashion any abnornma
oper ational sequences of the system
al arm di spl ays, or unintended shield
moverrent which mght be due to a
sof tware programm ng error. These
software errors can occur even in



error detecting, fail-safe software,
but usually occur only under an
unusual conbination of operational
conmands or sequence. These usually
can be easily corrected by the

manuf acturer of the equipnent.

5. M ne personnel should be instructed
to activate the independent,
hardw red energency stop system not
the stop button on the shield control
unit, whenever an unplanned shield
novenent is observed that night
possi bly produce personal injury to
any mne personnel.

Wor k

Recommendat i ons For Furt her

The MBHA requirenent for the
i ndependent, hard-wired energency stop
system Ipr_ovi des a strong defense agai nst
personal injury caused by unplanned shield
nmovenments due to defective enclosure
seal ing and system sof tware.
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However, to insure the continued
safety of mne personnel operating
el ectro-hydraulic longwall shield control
systems, the MSHA Approval and
Certification Center has initiated a
special study to determine if any
addi tional requirenments are needed in the
approval and acceptance process of future
systenms of this type such as an eval uation
of encl osure sealing and system software,
to minimze the possibility of unintended
movenent of shields controlled by these
syst ens.
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